
 

EMV CREDIT AND DEBIT CARD TRANSACTION PROCESSING TERMS DISCLOSURE 
 

 
Stadium 1 Software, LLC (“Company”) is Authorized for use with both the WorldPay from FIS ® Software Solution (Card Solution) or 
FreedomPay ® Gateway Solution (Card Solution) to process credit/debit card transactions created in Company’s Software. 
Company charges a fee (EMV Gateway Fee) to utilize this functionality. This document discloses the terms for use with the specific Card 
Solution chosen by Licensee and Licensee agrees to the terms in accordance with this Agreement and to the specific Card Solution Warranty 
Terms, Limitations and Conditions listed below (WorldPay from FIS or FreedomPay).  
 

® 
1. WARRANTIES  

1.1. Services Warranties. FreedomPay represents and warrants that it will perform all secure switching in a timely, professional and 

workmanlike manner using reasonable care. Licensee’s sole and exclusive remedy for breach of such warranty shall be re-performance of such 

services or, if FreedomPay cannot substantially correct such breach and re-perform the services in a commercially reasonable manner, a refund of 

the fees paid to FreedomPay for the defective services.  Non-performance by FreedomPay shall be excused if and to the extent resulting from non-

performance by or wrongful acts or omissions of Licensee or Licensee employees or consultants, or third parties.  

1.2. No Implied Warranties. EXCEPT AS EXPRESSLY SET FORTH HEREIN, FREEDOMPAY/COMPANY MAKE NO REPRESENTATIONS OR 

WARRANTIES, EXPRESS OR IMPLIED, AS TO ANY GOODS OR SERVICES.  ALL IMPLIED WARRANTIES, INCLUDING BUT NOT LIMITED TO IMPLIED 

WARRANTIES OF MERCHANTABILITY, FITNESS FOR A PARTICULAR PURPOSE AND NON-INFRINGEMENT, ARE HEREBY DISCLAIMED. 

FREEDOMPAY/COMPANY FURTHER DISCLAIM ANY LIABILITY FOR LOSS, DAMAGE OR INJURY TO LICENSEE OR THIRD PARTIES AS A RESULT OF 

ANY DEFECT, LATENT OR OTHERWISE, IN THE GOODS WHETHER ARISING FROM THE APPLICATION OF THE LAWS OF STRICT LIABILITY OR 

OTHERWISE.  FREEDOMPAY/COMPANY DO NOT WARRANT THAT SERVICES WILL BE UNINTERRUPTED OR ERROR FREE.  

1.3. Licensee Services.  Licensee understands that the services are designed and provided by FreedomPay for the sole purpose of facilitating 
the sale of Licensee’s products and services and that FreedomPay/Company are not responsible for the quality or quantity or other aspects of 
Licensee’s products and services or those of any third party not under their FreedomPay’s control.  FreedomPay/Company will have no 
responsibility or liability whatsoever resulting directly or indirectly for claims or disputes arising out of the sale, distribution or provision of 
products or services by Licensee.  Licensee and all its affiliates further covenant and agree to defend, indemnify and hold FreedomPay/Company, 
and each of their affiliates, agents, employees, representatives, and contractors harmless from and against any and all such Losses arising out of 
Licensee’s products and services.   
 
2. LIMITATION OF LIABILITY 

NO INDIRECT DAMAGES.  FREEDOMPAY/COMPANY SHALL HAVE NO LIABILITY WITH RESPECT TO THE PERFORMANCE OF THIRD-PARTY 
GOODS OR THIRD-PARTY SERVICES.  LIABILITY ARISING OUT OF OR RELATING TO THIS AGREEMENT AND THE DIRECT SERVICES SHALL BE 
LIMITED TO THE ACTUAL AMOUNT PAID BY LICENSEE TO FREEDOMPAY/COMPANY FOR THE SERVICES GIVING RISE TO SUCH DAMAGES DURING 
THE PRIOR SIX MONTHS, BUT IN NO EVENT MORE THAN $25,000.  NOTWITHSTANDING ANYTHING TO THE CONTRARY CONTAINED IN THIS 
AGREEMENT, FREEDOMPAY/COMPANY SHALL HAVE NO LIABILITY UNDER THIS AGREEMENT OR IN ANY WAY RELATED TO GOODS OR SERVICES 
FOR ANY INCIDENTAL, INDIRECT, EXEMPLARY, PUNITIVE OR CONSEQUENTIAL DAMAGES, OR ANY LOST DATA, LOST BUSINESS, LOST REVENUE 
OR OPPORTUNITY COST OR DAMAGE TO REPUTATION OR GOODWILL, HOWSOEVER ARISING (WHETHER FORESEEABLE OR NOT, OR WITHIN 
THE CONTEMPLATION OF ANY PARTY) WHETHER ARISING IN CONTRACT OR TORT (INCLUDING NEGLIGENCE AND BREACH OF STATUTORY OR 
OTHER DUTY) OR OTHER FORM OF EQUITABLE OR LEGAL THEORY.  EXCEPT AS OTHERWISE EXPRESSLY SET FORTH HEREIN. THE SOLE AND 
EXCLUSIVE REMEDY FOR ANY DEFECT IN THE SYSTEM OR DEFECT IN OR FAILURE TO PERFORM OR TIMELY PERFORM SECURE SWITCHING 
UNDER THIS AGREEMENT SHALL BE A CREDIT FOR SERVICE PAYMENTS DUE UNDER THIS AGREEMENT. 

 

3. INTELLECTUAL PROPERTY RIGHTS 

FreedomPay Technology.  Licensee acknowledges that all right, title and interest in and to all patents, copyrights, trade secret, trademark and 
other intellectual property rights in the goods and services (other than third-party Goods and Third-Party services), together with all modifications, 
improvements, enhancements, updates, localizations and translations thereof (collectively, “FreedomPay Technology”), are, and  at all times will 
remain, the sole and exclusive property of FreedomPay. Nothing contained in this Agreement may directly or indirectly be construed to assign or 
grant to Licensee or any third party any license, right, title or interest in or to the FreedomPay Technology except as necessary to use the goods or 
services or as otherwise expressly provided in this Agreement.   

Licensee Data. Licensee hereby grants FreedomPay/Company a perpetual, non-exclusive license to store, copy and use data provided by or 
on behalf of Licensee in connection with this Agreement (“Licensee Data”) to the extent necessary to perform the services subject to this Agreement 
and comply with applicable law and to use and disclose such Licensee Data in an aggregated or de-identified form for business purposes.  

Restrictions. Licensee will only use the goods and services for its own business purposes and will not license, sell, resell, rent, lease, transfer, 
distribute or otherwise commercially exploit or make the goods and services available to any third party for any purpose or in any  manner not 
authorized by FreedomPay.  Licensee may not disassemble, decompile or reverse engineer any FreedomPay Technology and Shall not permit or 
enable any third party to do so.  Licensee will use commercially reasonable efforts to prevent unauthorized access to or use of the goods or services 
and will notify FreedomPay immediately if it becomes aware of any unauthorized access to or use of the goods or services by any person and hereby 
permits FreedomPay to monitor the use of the goods and services by Licensee to confirm Licensee’s compliance with this Agreement and to assess 
the quality of the goods and services.  Licensee agrees to comply with all applicable laws and regulations in using the goods and services, will not 
use or require FreedomPay to use the goods or services for any unlawful purpose, and will not engage in any activity that interferes with or disrupts 
the services.  FreedomPay reserves the right to suspend the services if Licensee violates any obligation set forth in this Section. 



Data Security.  Each Party is solely responsible for the security and integrity of its systems, software, equipment, and data centers that it uses 
in its business or in connection with the services.  Each Party shall at all times be in material compliance with all applicable laws, regulations, and 
PCI DSS requirements relating to data security and privacy. 

Force Majeure.   Except as otherwise provided herein, neither Party is liable for failing to fulfill its obligations (except for a Party’s payment 
obligations) due to acts of God, acts of war, failure of utility or communications infrastructure, or other causes beyond a Party’s reasonable control.  
FreedomPay will not be liable for failing to fulfill its obligations if it is prohibited from doing so by any security or other measures, imposed by 
Licensee, restricting access to any equipment. 

MISCELLANEOUS: 

Security, Availability, and Privacy Statement-Overview 

Freedom Pay’s commerce platform is designed to deliver transaction services to each Licensee. The FreedomPay infrastructure is physically 

located on servers in a dedicated or locked caged at one of the many data centers in the FreedomPay network. These data centers provide power, 

network and carrier services. FreedomPay owns, operates and is responsible for provisioning, monitoring, and managing the infrastructure, for 

providing support to Licensee. 

 

 Data Storage 
FreedomPay’s platform was designed and optimized by it specifically to host transaction services and related applications and has multiple levels 

of redundancy built in. The applications and services themselves run on separate hardware nodes on which the data is stored. Application data 

that is collected is stored on separate storage devices with encryption employed for sensitive information.  

 
 Facilities 
Access to the data centers is limited to FreedomPay’s authorized personnel only, as verified by identity verification measures. Physical security 

measures include: on-premises security guards, closed circuit video monitoring, and additional intrusion protection measures. Within the data 

centers, all equipment is stored securely with multiple security layers.  

 
 People and Access 
FreedomPay’s support team maintains an account on all systems and applications for the purposes of maintenance and support. This support 

team accesses hosted applications and data only for purposes of application health monitoring and performing system or application maintenance, 

and upon Licensee request via our support system. Within FreedomPay, only authorized FreedomPay employees have access to application data. 

Authentication is done by only accepting incoming SSH connections from FreedomPay and internal data center IP addresses. The transaction 

systems platform is designed to allow application data to be accessible only with appropriate credentials, such that one Licensee cannot access 

another Licensee's data without explicit knowledge of that other Licensee’s login information. Licensee is responsible for maintaining the security 

of their own login information. 

 
 Third Party Assurance 
FreedomPay has successfully completed a SOC 2 Type II audit and has received an “unqualified” opinion from a third party attesting that 

FreedomPay’s controls comply with the Trust Services Principles security, availability, and privacy framework issued by the American Institute 

of Certified Public Accountants (AICPA), and the Canadian Institute of Chartered Accountants (CICA) . FreedomPay’s SOC 2 report provides 

information and independent assurance about FreedomPay’s controls that affect the security, availability, and the privacy of the information 

processed by the systems that drive FreedomPay;s products. The Type 2 SOC 2 report is the most stringent SOC type and includes a detailed 

description of FreedomPay’s system; the evaluation criteria applicable to the principle(s) being reported on; FreedomPay controls designed to 

meet these criteria; a written assertion by FreedomPay management regarding the description and the design and operation of the controls; and 

the service auditor’s opinion on whether the description is fairly presented and the controls are suitability designed and operating effectively. The 

report also includes the service auditor’s description of tests performed and results of the tests. 

 
 Service Provider Obligations 
FreedomPay is responsible for the merchant cardholder data that it possesses, processes, stores, or transmits on behalf of the Licensee, and will 
maintain compliance with all applicable PCI DSS requirements.  Licensees and its own customers/clients are still responsible for the components of 
PCI compliance related to their location and related systems.  Further, FreedomPay transmits cardholder and other sensitive authentication data to 
the Licensee’s credit card processing provider to process transactions through the card networks.  Licensees are requested to notify us in the event 
that they experience issues that may affect the security, availability or privacy of the FreedomPay services they are utilizing. 
 


